***Załącznik nr 1a*** *:   
Formularz ofertowy - Część 1  
Audyt bezpieczeństwa systemu informatycznego oraz bezpieczeństwa informacji*

**FORMULARZ OFERTOWY**

**Audyt bezpieczeństwa systemu informatycznego oraz bezpieczeństwa informacji**

W odpowiedzi na Zapytanie ofertowe, dotyczące postępowania nr OSU-VI.2610.5.1.2019   
pn. *Przeprowadzenie w narzędziu e-KSSiP audytu bezpieczeństwa systemu informatycznego oraz bezpieczeństwa informacji oraz testów wdrożeniowych wraz z testem WCAG 2.0. zaktualizowanym o zapisy ustawy z dn. 4 kwietnia 2019 r. Dz. U. z 2019 r. poz. 848 (WCAG 2.1.)* składam ofertę na wykonanie zadania:

**Część 1: Audyt bezpieczeństwa systemu informatycznego oraz bezpieczeństwa informacji**

|  |  |
| --- | --- |
| 1. **Dane Wykonawcy:** | |
| *Nazwa/  Imię i Nazwisko:* |  |
| *Adres:* |  |
| *Numer telefonu: Adres e-mail:* |  |
| *Osoba do kontaktu: Numer telefonu: Adres e-mail:* |  |

|  |  |
| --- | --- |
| 1. **Oferowana cena:** | |
| *Cena brutto (PLN):*  *Słownie:* |  |
| *Cena netto (PLN):* |  |

|  |  |
| --- | --- |
|  |  |

1. **Udokumentowane doświadczenie w przeprowadzeniu audytu bezpieczeństwa systemu i bezpieczeństwa informacji przez podmiot składający ofertę:**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Lp.** | **Nazwa usługi** | **Warunek z Zapytania ofertowego opisanego  w pkt 3.2 Zapytania ofertowego** | **Odbiorca usługi  (nazwa, adres)** | **Termin wykonania usługi  oraz jej wartość** |
|  |  | ☐ obejmująca audyt bezpieczeństwa danych osobowych  ☐ realizowana na rzecz sektora administracji publicznej  ☐ obejmująca system obejmujący minimum 1000 zarejestrowanych użytkowników |  |  |
|  |  | ☐ obejmująca audyt bezpieczeństwa danych osobowych  ☐ realizowana na rzecz sektora administracji publicznej  ☐ obejmująca system obejmujący minimum 1000 zarejestrowanych użytkowników |  |  |
|  |  | ☐ obejmująca audyt bezpieczeństwa danych osobowych  ☐ realizowana na rzecz sektora administracji publicznej  ☐ obejmująca system obejmujący minimum 1000 zarejestrowanych użytkowników |  |  |

Do wykazu należy załączyć dowody potwierdzające należyte wykonanie usług zgodnie z opisem zawartym w zapytaniu ofertowym pkt. 3.2.

|  |  |
| --- | --- |
| 1. **Informacje nt. osoby, która zostanie zaangażowana do realizacji wskazanej części zamówienia – wykształcenie i doświadczenie** | |
| *Imię i nazwisko:* |  |
| *Podstawa  do dysponowania:* |  |
| *Nazwa wydziału,  kierunek ukończonych studiów:* |  | |
| *Posiadane aktualne certyfikaty  (właściwy zaznaczyć)* | ☐ Certified Internal Auditor (CIA),  ☐ Certified Information System Auditor (CISA),  ☐ Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku (Dz. U. z 2017 r. poz. 1398 oraz z 2018 r. poz. 650 i 1338), w zakresie certyfikacji osób,  ☐ Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób,  ☐ Certified Information Security Manager (CISM),  ☐ Certified in Risk and Information Systems Control (CRISC),  ☐ Certified in the Governance of Enterprise IT (CGEIT),  ☐ Certified Information Systems Security Professional (CISSP),  ☐ Systems Security Certified Practitioner (SSCP),  ☐ Certified Reliability Professional,  ☐ Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert,  ☐ lub równoważny – jaki …………………………… | |
| *Posiadane aktualne certyfikaty  (właściwy zaznaczyć)* | ☐ OSCP (Offensive Security Certified Professional),  ☐ OSCE (Offensive Security Certified Expert)  ☐ GXPN (GIAC Exploit Researcher and Advanced Penetration Tester),  ☐ CEH (EC-Council Certified Ethical Hacker),  ☐ eLearnSecurity Web application Penetration Tester (eWPT),  ☐ eLearnSecurity Web application Penetration Tester eXtreme (eWPTX),  ☐ lub równoważny – jaki …………………………… | |
| *Kwalifikacje z zakresu prawa i praktyk  w dziedzinie ochrony danych osobowych* | Oświadczam, że (imię i nazwisko osoby wykonującej zamówienie) …………………………………………………. posiada kwalifikacje  z zakresu prawa i praktyk w dziedzinie ochrony danych osobowych. | |
| *Doświadczenie w zakresie przeprowadzania audytów/testów odpowiadających swoim zakresem przedmiotowi niniejszego zamówienia* | Oświadczam, że (imię i nazwisko osoby wykonującej zamówienie) …………………………………………………. posiada doświadczenie w zakresie przeprowadzania audytów/testów odpowiadających swoim zakresem przedmiotowi niniejszego zamówienia. | |

|  |
| --- |
| 1. **Oświadczenie dotyczące terminu wykonania zamówienia:** |

Oświadczam, że termin realizacji zamówienia – tj. przeprowadzenie audytu bezpieczeństwa systemu   
i bezpieczeństwa informacji, będzie nie dłuższy niż ……. dni kalendarzowych od dnia wskazanego w umowie o realizację Zamówienia.

**Zamawiający przewiduje, że realizacja Zamówienia odbędzie się w IV kwartale 2019 r.****Zamawiający informuje, iż maksymalny termin realizacji Zamówienia to 30 dni kalendarzowe, przy czym Zamawiający zaznacza iż okres ten nie może być krótszy niż 10 dni kalendarzowych.**

**Oświadczam, że wypełniłem obowiązki informacyjne przewidziane w art. 13 lub art. 14 RODO wobec osób fizycznych, od których dane osobowe bezpośrednio lub pośrednio pozyskałem/liśmy w celu ubiegania się o udzielenie zamówienia w przedmiotowym postępowaniu[[1]](#footnote-1)**

***Klauzula informacyjna dla podmiotów przystępujących do postępowania o udzielenie zamówienia publicznego.***

Zgodnie z art. 13 ust. 1 i ust. 2 ogólnego Rozporządzenia PE i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 roku w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (dalej) RODO informuję, że:

1. Administratorem Pani/Pana danych osobowych jest Krajowa Szkoła Sądownictwa i Prokuratury z siedzibą ul. Przy Rondzie 5, 31-547 Kraków, zwana dalej KSSiP.
2. Dane kontaktowe Inspektora Ochrony Danych: e-mail: iod@kssip.gov.pl
3. Pani/Pana dane osobowe przetwarzane będą w celu oraz w związku
4. z przeprowadzeniem postępowania o udzielenie zamówienia publicznego na podstawie art. 6 ust. 1 lit. b i c – RODO.
5. Pani/Pana dane osobowe będą przechowywane przez okres realizacji zamówienia jak również przez okres przewidziany w przepisach prawa dotyczących przechowywania określonych dokumentów.
6. Podane przez Panią/Pana dane osobowe będą udostępniane pracownikom administratora i osobom delegowanym do KSSIP oraz członkom komisji przetargowych, w zakresie niezbędnym do prawidłowego przeprowadzenia postępowania o udzielenie zamówienia publicznego - zgodnie z obowiązującym prawem.
7. Posiada Pani/Pan prawo dostępu do treści swoich danych oraz prawo ich sprostowania, usunięcia, ograniczenia przetwarzania, prawo do przenoszenia danych, prawo wniesienia sprzeciwu wobec przetwarzania, prawo do cofnięcia zgody w dowolnym momencie bez wpływu na zgodność z prawem przetwarzania, którego dokonano na podstawie zgody przed jej cofnięciem – w granicach określonych przepisami prawa.
8. Posiada Pani/Pan prawo wniesienia skargi do organu nadzorczego zajmującego się ochroną danych osobowych, gdy uzna Pani/Pan, iż przetwarzanie danych osobowych Pani/Pan dotyczących narusza przepisy ogólnego rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 r.
9. Podanie przez Panią/Pana danych osobowych w zakresie wymaganym przepisami prawa jest obligatoryjne; podanie pozostałych danych jest dobrowolne. Niepodanie danych obligatoryjnych skutkować będzie odmową udzielenia zamówienia publicznego.
10. Pani/Pana dane nie będą przetwarzane w sposób zautomatyzowany, w tym również w formie profilowania.

Wyrażam zgodę na przetwarzanie moich danych osobowych, udostępnionych w złożonych przeze mnie dokumentach na potrzeby projektu *„Wdrożenie nowoczesnych metod badania potrzeb szkoleniowych i kształcenia kluczem do skutecznego wymiaru sprawiedliwości”* realizowanego przez Krajową Szkołę Sądownictwa   
i Prokuratury, zgodnie z ustawą z dnia 29.08.1997 r. o ochronie danych osobowych (tekst jedn.: Dz. U. z 2016 r. poz. 922).

**Oświadczenie składam świadomy/a odpowiedzialności karnej za podanie nieprawdziwych informacji.**

|  |  |
| --- | --- |
|  |  |
|  | *Data i podpis Wykonawcy* |

1. *W przypadku, gdy Wykonawca nie przekazuje danych osobowych innych niż bezpośrednio jego dotyczących lub zachodzi wyłączenie stosowania obowiązku informacyjnego, stosownie do art. 13 ust. 4 lub art. 14 ust. 5 RODO, winien treść niniejszego oświadczenia przekreślić lub dodać zapis ‘nie dotyczy’*  [↑](#footnote-ref-1)