*Załącznik nr 1 do zapytania ofertowego*

*.............................................*

Pieczęć firmowa wykonawcy

**FORMULARZ OFERTOWY**

1. **Zamawiający:** Krajowa Szkoła Sądownictwa i Prokuratury z siedzibą w Krakowie, ul. Przy Rondzie 5, 31-547 Kraków.
2. **Wykonawca:**....................................................................................................................

siedziba: ...........................................................................................................................

telefon: .............................................................................................................................

e-mail: ..............................................................................................................................

Regon: ..........................NIP: ........................ KRS: ................................ (jeśli dotyczy)

Osoba do kontaktu ze strony Wykonawcy: …………………………………………….

1. W odpowiedzi na zapytanie ofertowe z dnia………………, składam ofertę na **przeprowadzenie audytu bezpieczeństwa systemu informatycznego, bezpieczeństwa informacji** **w narzędziu e-KSSiP wraz ze środowiskiem sieciowym hostingodawcy oraz sporządzenie raportu.**.
2. Oświadczam, iż zapoznałem/am się zarówno z warunkami realizacji zamówienia jak i wzorami umowy, umowy powierzenia danych i przyjmuję je bez zastrzeżeń.
3. Oferuję wykonanie przedmiotu zamówienia w pełnym zakresie określonym w zapytaniu za nw. cenę (należy dostosować do przedmiotu zamówienia):

**netto: ...................................... zł**

**brutto: ...................................... zł**

1. Oświadczam, że ww. cena zawiera wszystkie koszty, jakie Zamawiający musi ponieść w związku z realizacją zamówienia;
2. Oświadczam, że oferta spełnia wymagania oraz warunki udziału w postępowaniu określone w zapytaniu ofertowym, w tym:

- posiadam niezbędną wiedzę i doświadczenie oraz potencjał techniczny, a także dysponuję osobami zdolnymi do wykonania niniejszego zamówienia,

- znajduję się w sytuacji ekonomicznej i finansowej zapewniającej wykonanie niniejszego zamówienia,

1. **Udokumentowane doświadczenie w przeprowadzeniu audytu bezpieczeństwa systemu i bezpieczeństwa informacji przez podmiot składający ofertę:**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Lp.** |  | **Nazwa i opis usługi** | **Warunek z Zapytania ofertowego opisanego  w pkt 2.2 Zapytania ofertowego** | **Odbiorca usługi  (nazwa, adres)** | **Termin wykonania usługi  oraz jej wartość** |
|  | Audyt bezpieczeństwa systemu informatycznego |  | ☐ obejmująca audyt bezpieczeństwa danych osobowych  ☐ realizowana na rzecz sektora administracji publicznej  ☐ obejmująca system obejmujący minimum 1000 zarejestrowanych użytkowników |  |  |
|  |  | ☐ obejmująca audyt bezpieczeństwa danych osobowych  ☐ realizowana na rzecz sektora administracji publicznej  ☐ obejmująca system obejmujący minimum 1000 zarejestrowanych użytkowników |  |  |
|  | Audyt bezpieczeństwa przetwarzanie informacji |  | ☐ obejmująca audyt bezpieczeństwa danych osobowych  ☐ realizowana na rzecz sektora administracji publicznej  ☐ obejmująca system obejmujący minimum 1000 zarejestrowanych użytkowników |  |  |
|  |  | ☐ obejmująca audyt bezpieczeństwa danych osobowych  ☐ realizowana na rzecz sektora administracji publicznej  ☐ obejmująca system obejmujący minimum 1000 zarejestrowanych użytkowników |  |  |

Do wykazu należy załączyć dowody potwierdzające należyte wykonanie usług zgodnie z opisem zawartym w zapytaniu ofertowym pkt. 2.2.

|  |  |
| --- | --- |
| 1. **Informacje nt. osoby, która zostanie zaangażowana do realizacji wskazanej części zamówienia – wykształcenie i doświadczenie** | |
| Imię i nazwisko: |  |
| Podstawa  do dysponowania: |  |
| Nazwa wydziału,  kierunek ukończonych studiów: |  | |
| Posiadane aktualne certyfikaty  (właściwy zaznaczyć) | ☐ Certified Internal Auditor (CIA),  ☐ Certified Information System Auditor (CISA),  ☐ Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku (Dz. U. z 2017 r. poz. 1398 oraz z 2018 r. poz. 650 i 1338), w zakresie certyfikacji osób,  ☐ Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób,  ☐ Certified Information Security Manager (CISM),  ☐ Certified in Risk and Information Systems Control (CRISC),  ☐ Certified in the Governance of Enterprise IT (CGEIT),  ☐ Certified Information Systems Security Professional (CISSP),  ☐ Systems Security Certified Practitioner (SSCP),  ☐ Certified Reliability Professional,  ☐ Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert,  ☐ lub równoważny – jaki \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | |
| Posiadane aktualne certyfikaty  (właściwy zaznaczyć) | ☐ OSCP (Offensive Security Certified Professional),  ☐ OSCE (Offensive Security Certified Expert)  ☐ GXPN (GIAC Exploit Researcher and Advanced Penetration Tester),  ☐ CEH (EC-Council Certified Ethical Hacker),  ☐ eLearnSecurity Web application Penetration Tester (eWPT),  ☐ eLearnSecurity Web application Penetration Tester eXtreme (eWPTX),  ☐ lub równoważny – jaki \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | |
| Doświadczenie w zakresie przeprowadzania audytów/testów odpowiadających swoim zakresem przedmiotowi niniejszego zamówienia | Oświadczam, że \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ . posiada doświadczenie w zakresie przeprowadzania audytów/testów odpowiadających swoim zakresem przedmiotowi niniejszego zamówienia. | |

7. Oświadczam, że wypełniłem obowiązki informacyjne przewidziane w art. 13 lub art. 14 RODO wobec osób fizycznych, od których dane osobowe bezpośrednio lub pośrednio pozyskałem w celu ubiegania się o udzielenie zamówienia w przedmiotowym postępowaniu.

8. Oświadczam, że oferta spełnia wymagania oraz warunki udziału w postępowaniu określone w zapytaniu ofertowym, tj.:

a. posiadam niezbędną wiedzę i doświadczenie oraz potencjał techniczny, w tym dysponuję osobami zdolnymi do wykonania niniejszego zamówienia,

b. znajduję się w sytuacji ekonomicznej i finansowej zapewniającej wykonanie niniejszego zamówienia,

c. Oświadczam, iż nie podlegam wykluczeniu na podstawie w art. 7 ustawy z dnia 13 kwietnia 2022 r. o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bezpieczeństwa narodowego (Dz. U. 2022 r. poz. 835; dalej jako: „ustawa sankcyjna”) z niniejszego postępowania zmierzającego do udzielenia zamówienia publicznego oraz, iż niniejsze oświadczenie należy traktować jako aktualne na każdym etapie postępowania zmierzającego do udzielenia zamówienia publicznego i w chwili ewentualnego udzielania zamówienia. Zobowiązuję się do niezwłocznego poinformowania Zamawiającego, jeżeli w trakcie prowadzenia postępowania lub w chwili udzielania zamówienia nastąpi zmiana w zakresie aktualności tego oświadczenia. Zgodnie z art. 7 ust. 1 powołanej ustawy sankcyjnej z postępowania, o którym mowa wyżej wyklucza się:

• wykonawcę wymienionego w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisanego na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3;

• wykonawcę, którego beneficjentem rzeczywistym w rozumieniu ustawy z dnia 1 marca 2018 r. o przeciwdziałaniu praniu pieniędzy oraz finansowaniu terroryzmu (Dz. U. z 2022 r. poz. 593 i 655) jest osoba wymieniona w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisana na listę lub będąca takim beneficjentem rzeczywistym od dnia 24 lutego 2022 r., o ile została wpisana na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka, o którym mowa w art. 1 pkt 3;

• wykonawcę, którego jednostką dominującą w rozumieniu art. 3 ust. 1 pkt 37 ustawy z dnia 29 września 1994 r. o rachunkowości (Dz. U. z 2021 r. poz. 217, 2105 i 2106) jest podmiot wymieniony w wykazach określonych w rozporządzeniu 765/2006 i rozporządzeniu 269/2014 albo wpisany na listę lub będący taką jednostką dominującą od dnia 24 lutego 2022 r., o ile został wpisany na listę na podstawie decyzji w sprawie wpisu na listę rozstrzygającej o zastosowaniu środka o którym mowa w art. 1 pkt 3.

**Klauzula informacyjna dla Wykonawcy**

Administratorem danych osobowych zawartych w dokumentach postępowania, w tym w ofercie składanej przez Wykonawcę ubiegającego się o udzielenie zamówienia publicznego, a także w dokumentach podwykonawców oraz podmiotów trzecich udostępniających zasoby oraz w dokumentach związanych z realizacją udzielonego zamówienia jest Krajowa Szkoła Sądownictwa i Prokuratury (dalej: KSSiP), z siedzibą przy ul. Przy Rondzie 5, 31-547 Kraków.

Administrator informuje, że:

1. Kontakt z Inspektorem Ochrony Danych (IOD), również w zakresie realizacji praw, o których mowa w ust. 5, realizowany jest za pośrednictwem adresu mailowego: iod@kssip.so.gov.pl.

2. Pani/Pana dane będą przetwarzane w celu udzielenia i realizacji zamówienia publicznego oraz jego rozstrzygnięcia, ponadto zawarcia umowy w sprawie zamówienia publicznego oraz jej realizacji, na podstawie ustawy z dnia 11 września 2019 r. Prawo zamówień publicznych – zgodnie z art. 6 ust. 1 c RODO.

3. Pani/Pana dane będą przetwarzane jedynie przez upoważnionych pracowników KSSiP zaangażowanych w proces udzielenia i realizacji zamówienia publicznego oraz mogą być udostępniane organom i osobom uprawnionym na mocy przepisów prawa.

4. Pani/Pana dane osobowe przetwarzane będą do czasu zakończenia procesu udzielenia i realizacji zamówienia publicznego. Po zakończeniu procesu dane będą przechowywane przez okres określony w przepisach prawa oraz wewnętrznych procedurach archiwizacyjnych KSSiP.

5. Przysługuje Pani/Panu, na zasadach określonych w RODO i przepisach prawa krajowego, prawo do żądania dostępu do swoich danych osobowych, ich sprostowania lub ograniczenia przetwarzania.

6. Wskazane w punkcie 5 prawa podlegają następującym ograniczeniom:

a) skorzystanie z uprawnienia do sprostowania lub uzupełnienia danych (art. 16 RODO) nie może skutkować zmianą wyniku postępowania o udzielenie zamówienia ani zmianą postanowień umowy w sprawie zamówienia publicznego w zakresie niezgodnym z ustawą Pzp oraz nie może naruszać integralności protokołu postępowania oraz jego załączników;

b) prawo żądania od administratora ograniczenia przetwarzania danych osobowych (art. 18 RODO) nie ogranicza przetwarzania danych osobowych do czasu zakończenia postępowania.

7. Przysługuje Pani/Panu prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych.

8. Podanie danych w procesie udzielenia i realizacji zamówienia publicznego jest wymogiem ustawowym, jest niezbędne do skutecznego jego przeprowadzenia. Niepodanie danych skutkuje brakiem możliwości udziału w procesie.

9. Pani/Pana dane osobowe nie będą przetwarzane w celach związanych z automatycznym podejmowaniem decyzji, w tym w oparciu o profilowanie.

10. Pani/Pana dane nie będą przekazywane do państw trzecich, ani do organizacji międzynarodowych.

Wyrażam zgodę na przetwarzanie moich danych osobowych, udostępnionych w złożonych przeze mnie dokumentach na potrzeby projektu „Wdrożenie nowoczesnych metod badania potrzeb szkoleniowych i kształcenia kluczem do skutecznego wymiaru sprawiedliwości” realizowanego przez Krajową Szkołę Sądownictwa i Prokuratury, zgodnie z ustawą z dnia 29.08.1997 r. o ochronie danych osobowych (tekst jedn.: Dz. U. z 2016 r. poz. 922).

**Oświadczenia składam świadomy/a odpowiedzialności karnej za podanie nieprawdziwych informacji.**

............................................... …...............................................................

miejscowość i data pieczęć i podpis upoważnionego

przedstawiciela Wykonawcy